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Overview

When an applicant (herein “you”) apply to
a job on this site, the Personal
Information contained in your application
will be collected by Unity Technologies
(herein “we”, “us”, or “our”). We are a
controller of the information that is

collected during the application process.
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We respect your privacy and are
committed to protecting your Personal
Information. This Privacy Policy will

cover:
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o RNRABRFEE

e Personal Information We Collect

o HIMMEMNITAER

e Sources of Personal Information

o MTAEEHER

e Purpose of Collecting Personal

Information

o WENAEEHER

e How Long We Retain Your

Personal Information

o HMNEFENITAGERREZA

e With Whom We Share Information

o RINGEHZEER

e Transfers out of Country of

Collection

o ENEEDLIIER

e Sale of Personal Information

o HEMAER

e Your Rights




e Safeguards

o RIEHEIE

¢ How to Contact Us

o MNfOlERRIRA]

e Changes to this Privacy Policy

o ARMBERHNEE

Personal Information We Collect
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We collect Personal Information that is
relevant to recruitment related activities

including:
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e Contact information such as name,
email address, physical address,

telephone number etc.
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e Resume or CV, cover letter,
transcripts, or other documentation
provided to us in support of your

application
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e FEducation and employment
history, including both referral
information and information
gathered from references. If you
provide references, it is your
responsibility to obtain consent
from references before providing

us with their Personal Information
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e Information that has been made
publicly available such as on social
media accounts (e.g., LinkedIn),

personal websites etc.
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Information voluntarily given during
the application process such as
information given in phone-screens

and interviews (if applicable)
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e Information related to previous and
current applications/ employments
with Unity Technologies or its

subsidiaries
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e Information gathered through

testing such as online code tests
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e National Identifiers such as
national ID, passport, social

security number, visa status etc.
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e Financial Information such as
salary and income, incentive
compensation, financial account

number
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e Information required by applicable
law, e.g., information required by
U.S. Equal Employment
Opportunity Commission (EEOC)
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e Information obtained for

immigration purposes
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e Information obtained through
background checks when in

accordance with applicable laws
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In some circumstances we will collect
“Sensitive Personal Information” either

due to legal requirements or other
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legitimate recruitment purposes,
examples of which are detailed in the
section below. Sensitive Personal
Information collected for legitimate
recruitment and employment purposes.
The following Personal Information is

considered ‘sensitive’:
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e Racial or ethnic origin, political

opinions, and religious or

o MEKBEREANR. BUANIR. R
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philosophical beliefs; HEFED ;
e Trade-union membership; o TEREEM :

e Genetic data and biometric data
processed solely to identify a

human being;
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e Health-related data;

o REFRMXHIE

e Criminal history data; and

o PEMEHIE, UK

e Data concerning a person’s sex life

or sexual orientation
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Sources of Personal Information
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We collect Personal Information from the

following sources:
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e From you: in person, online
(including message, files, data,
document, facsimile, social media
post or instant message
communications), by telephone, or
in written correspondence and
forms, including any types of

information transmitted to or from,
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received or printed from, or
created, stored or recorded on
Unity’s IT and communications

systems;
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e Third-party websites: where you

can apply for jobs at Unity;

o E=FMus : EAILIE LIS

Unity B9 T1E ;

e Third parties with whom we
engage with to assist with our

recruitment efforts;
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e Referrals;

o HEA,

e Previous employers and

professional contacts: in the form

of employment or professional

references;
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e Background and credit check

vendors: as part of the recruitment

process; and
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e Employment agencies and

recruiters.
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Purpose of Collecting Personal

Information
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Where our processing activities fall within
the scope of the General Data Protection
Regulation 2016/679 (the “ GDPR ”) we

must establish a legal basis for that

processing.

MRZNNVAIENRE T (—IRBITFERIF
&5l> ("GDPR”) 2016/679 SHISEE ,

AN L F A BB SRR

Most commonly, we will rely on the

following legal bases:
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Your Personal Information will be
processed for the purposes of managing
our recruitment related activities, which

include:
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e where it is necessary to comply
with a legal obligation (including, in
respect of Sensitive Personal
Information, obligations under

employment law) on us;
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e where it is necessary for our
legitimate interests (or those of a
third party) and your interests and
fundamental rights do not override
those interests. For example, Unity
has a legitimate interest in the
processing and group-wide
transfer of Personal Information for
group company internal business
purposes, including to solicit,
evaluate, communicate with and
select applicants for employment,
to manage the centralisation of
data processing activities, to
design and improve upon efficient
and workable business processes,
to allow cross-company teams to
work together, to make business
processes more efficient and cost
effective, and to assess and
improve our recruitment and hiring

processes.
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We may also use your Personal
Information in the following situations,

which are likely to be rare:

FE TR T EAERAD WA ER

TEAENTAGR

e where it is necessary to protect
your (or someone else's) vital
interests (and, in the case of
Sensitive Personal Information,
where you are incapable of

consenting);
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e where it is necessary for reasons
of public interest in the area of

public health;
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e where it is necessary to carry out
the obligations and exercising your
or Unity’s rights in the field of
employment and social security

and social protection law

o FEETHI. HEREMITRR
PRETEA N SMITEER

Unity B9FF

e where it is necessary for
preventative or occupational

medicine
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e in the case of Sensitive Personal
Information, where it is necessary
for reasons of substantial public

interest
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e in the case of Sensitive Personal
Information, where it is necessary
for us to defend, prosecute or
make a claim against you, us or a

third party; and
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e in the case of Sensitive Personal
Information, where you have made

the information manifestly public.
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How Long We Retain Your

Personal Information
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Your Personal Information will be retained
by us for as long as we determine it is
necessary to fulfil the processing
purpose(s) for which it was collected, as
set out in this Privacy Policy (and any
other permissible, related purposes)
including to evaluate your application for

employment.
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The criteria used to determine our

retention periods include:
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e The length of time we have an

o HINSERIBBELRNNEE

ongoing relationship with you;
5,

e Whether there is a legal obligation o RINEAAEENS (fifn, Fi
to which we are subject (for
example, certain laws require us to ARBERKAIRENRZICHRE
keep records of your transactions —BRIYE , REFEERR ) ; HE
for a certain period of time before
we can delete them); or

e Whether retention is advisable in o LFRMNMEENT (MIEEAK

light of our legal position (such as
in regard to applicable statutes of
limitations, litigation or regulatory

investigations).
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If you are hired, we will retain your
applicant information as part of your
employee record. If you are not hired, we
may use your applicant information in
considering you for other opportunities. If
you do not want your information to be
used for purposes other than the role you
applied to, please let us know by emailing

dpo@unity3d.com.
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With Whom We Share

Information
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We may share your applicant information
with:
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e Our subsidiaries and affiliates

o FHNFAIMMHEN

e The employee who referred you (if

applicable)

o The information that is
shared here includes name
of applicant, position
referred for, stage in the
recruitment process, and

status of application.
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A, PTEEERA. B
A2 P AR BRI BB

R

e Third party service providers

including but not limited to:

o F=ARFZRMHEFIEEEART :

o Providers engaged by us to
help manage our
recruitment and hiring

process on our behalf,

o FMNBIBNAXRZKNAENE

ERBENERRENREERD




o Providers engaged by us to
perform background

checks, where permitted,

o HINBBENFRERA
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o Providers engaged by us to
help manage human

resources on our behalf,

o FMNBIBNAXRZKNAENE

BANERVEERD

o Providers engaged by us to
manage immigration

matters

o HKINBIENEEBRSESH
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e Other third parties. We may share
applicant information with other

third parties such as

HME=7., KI5 HME
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o Referees, when you have
given us permission to

contact them

o HMERVFHINEKANEEA

o Law enforcement,

government officials, courts,

or other authorities when
required by applicable laws

and regulations
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o Those who require it as
needed to establish,
exercise, or defend against
potential, threatened or

actual legal proceedings

o WEWNERHEY. 1T
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o To those who require it for
safety, security, and legal
compliance: We may share

your information:
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search warrant,
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regulations;
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good faith belief that
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generally; and
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corporate divestiture,

merger, consolidation,




acquisition, reorganization,
sale or other disposition of

all or any portion of the
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business or assets of, or Z\/FijE,
equity interests in, Unity.
Transfers out of Country of B U EE L S 78

Collection

Unity has implemented and maintains a
framework consistent with applicable law
for transfers of information outside of the
country of collection, including for

transfers out of the EEA.
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Your Personal Information may be stored
and processed in any country where we
have facilities or in which we engage
service providers, and by using the
Services you understand that your
information will be transferred to countries
outside of your country of residence,
including the United States, which may
have data protection rules that are
different from those of your country. In
certain circumstances, courts, law
enforcement agencies, regulatory
agencies or security authorities in those
other countries may be entitled to access

your Personal Information.
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ADDITIONAL INFORMATION
REGARDING THE EEA: Some of the
non-EEA countries are recognized by the

European Commission as providing an
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adequate level of data protection

according to EEA standards (the full list of

these countries is available at:

https://ec.europa.eu/info/law/law-

topic/data-protection/international-

dimension-data-protection/adequacy-

decisions_en). For transfers from the
EEA to countries not considered

adequate by the European Commission,

we have put in place adequate measures,

such as standard contractual clauses

adopted by the European Commission to

Dl https://ec.europa.eu/info/law/law-

topic/data-protection/international-

dimension-data-protection/adequacy-

decisions_en), YT M EEA @RBZER
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protect your Personal Information. You *

may obtain a copy of these measures by

contacting dpo@unity3d.com.

Sale of Personal Data W EE A A S

Unity does not provide your personal
information in direct exchange for money.
Therefore, in the literal sense, Unity does
not sell your information. However, the
CCPA requires Unity to disclose if it sells
personal information and under the
CCPA'’s expansive definition of “sell”, the
following activities may constitute a

CCPA sale of information.
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Website Cookies

M4 Cookie

Unity sets cookies when you visit our
website, and some may be shared with
certain third-party marketing partners in

order for us to reach you with new offers.
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You can get full information on our
Cookie Policy here. Sharing cookies with
certain third parties may be considered a
“sale” under the CCPA.
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Your Rights
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e Request access to your personal

data

o IERIFIOHRIIN ASKIE

e Request that your personal data

be rectified or erased

o IEREIEMBIREN AR

e Request that processing of your

personal data be restricted.

o IERIEHINEENNT ARIE.

e Data Portability

o HIEWIEMN

To exercise any of the above rights,
please contact us using one of the
methods listed below. We will consider
and act upon all requests in accordance

with applicable laws.
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In addition, where our processing
activities in respect of your Personal Data
are subject to the GDPR, you may lodge
a complaint with a European Union
supervisory authority. If you do have a
complaint, we would appreciate the
chance to deal with your concerns before
approaching your supervisory body, so
please contact us at dpo@unity3d.com if
you wish to discuss any complaint. You
can find your supervisory authority here.
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Safeguards

PRIEE

We employ a variety of measures to
safeguard the collection, transmission,
and storage of the information we collect.
These measures vary based on the
sensitivity of the information that we
collect, process, and store, and the
current state of technology. Please note
that no system can be guaranteed to be
100% secure. Therefore, while we strive
to employ reasonable protections for your
information that are appropriate to its
sensitivity, we cannot guarantee or
warrant the security of the information
you share with us and we cannot be
responsible for the theft, destruction, loss

or inadvertent disclosure of your
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information. We have put in place
procedures to deal with any suspected
personal data
How to Contact Us O EE RN

Questions, comments and requests
regarding this policy are welcomed and
should be addressed to our Data

Protection Officer at:
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e dpo@unity3d.com

e dpo@unity3d.com




e Unity Technologies, 30 3rd Street,
San Francisco, CA 94103 (United

States contact)

e Unity Technologies, 30 3rd

Street, San Francisco, CA 94103
(ZEBKXRAFX)

e Unity Technologies ApS, Niels
Hemmingsens Gade 24, 1153
Copenhagen, Denmark (European

Union contact)

Unity Technologies ApS, Niels
Hemmingsens Gade 24, 1153

Copenhagen, Denmark ( ER 28 Bk

RAH)

Changes to This Privacy Policy

AERRLBERNZ

We reserve the right to change our
practices and this policy at any time. We
may also send an email or provide notice
within some or all of our offerings when
this policy changes. We encourage you to
check this page regularly so that you
know what our current practices are.

TR B BE AT BB AT I AV AU E M A BUR Y
DA, BABERAKEZEN , FIBATRE
RIGEBFHMHFHERINI D H 2B
mPREER. ROBWEERROAR
H , BB T B H RV ECE.




